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I, David J. Savolain\:ll, Sr., certify that I am an officer of tile company namcd above, and acting as
an agcl1t oflhe company, that 1 have personal knowledge that the company has established operating
proccdurcs that are adequate to cnsure compliance with the Commission's ePNl rules. See 47 C.ER. §
64.2001 el seq.

J1.ttached to this certification is:om accompanying ~tate:nent expbin:ng how the company's
procedures ensure that the company is in compliance with the requirements set forth in section 64.2001
el seq. of the Commission's rules.

The company has not taken any actions (proceedings instituted or petilions filed by a company at
either state commissions, the court system, or at the Commission against data brokers) against data
brokers in the past year. Companies must report on any information that they have with respect to the
processes pre!exters are using to ;.lttempt to access erN!, and what steps companies are laking to
protect CPN\.

The company has not received any customer complaints in the past year concerning the
unauthorized release of ePNI (number of customer complaints a company has received related to
unauthorized access to CPNI, or llnauthorized disc1osuroofCPNI, broken down by category or
complaint, e.R., instances of improper access by employees, instances of improper disclosure to
individuals not authorized to receive the infonnation, or instances of improper access to online
information by individuals not authorized to view the information).



Statement and Certification of CPNI Filing

Range Corporation (Carrier) has established operating procedures that ensure compliance with the
Federal Communications Commission (“Commission”) re gulations regarding the protection of Consumer
Proprietary Network Information (“CPNI”).

Carrier does not sell, rent or otherwise disclose customers CPNI to other entities.

Carrier does not use any customer CPNI in any marketing activities.

Carrier has implemented a system whereby the status of a customer’s CPNI approval can be determined
prior to any use of CPNI.

Carrier continually educates and trains its employees regarding the appropriate use of
CPNI.  Carrier has established disciplinary procedures should an employee violate the CPNI procedures
established by Carrier.

Carrier maintains a record of any and all instances where CPNI was disclosed or provided to third parties,
including law enforcement or where third parties were allowed access to CPNI.  The record includes a
description of each campaign or request, the specif ic CPNI that was used in the campaign, and what
products and services were offered as a part of the  campaign.

Carrier has established a supervisory review process regarding compliance with the CPNI rules with
respect to outbound marketing situations and mainta ins records of the carrier compliance for a minimum
period of one year.  Specifically, Carrier’s sales personnel obtain supervisory approval of any proposed
outbound marketing request for customer approval re garding its CPNI.


